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This worksheet includes the SCRA risk indicators from version 1.0 of the “Servicemembers Civil Relief Act” booklet of the Comptroller’s Handbook. 
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Quantity of SCRA Risk Indicators

Examiners can use the following risk indicators when assessing quantity of SCRA risk. Examiners should determine the quantity of risk (low, moderate, or high) for each of the risk indicators identified in the following table and then conclude on the overall quantity of SCRA risk.

	Quantity of SCRA Risk Indicators

	Assessment factors
	Low
	Moderate
	High
	Assessment

	Business activity: Examiners should consider the number of loans, leases, and accounts that could be subject to SCRA protections, such as

· residential mortgages.
· student loans.
· automobile loans and leases.
· personal loans and lines of credit.
· credit card accounts.
· business and commercial loans.
· safe deposit boxes.

Examiners should also consider the number of SCRA protection requests and the volume of mortgage loan foreclosures and automobile repossessions.
	The volume of loans, leases, and accounts subject to the SCRA is low and stable.
	The volume of loans, leases, and accounts subject to the SCRA is moderate or has increased slightly.
	The volume of loans, leases, and accounts subject to the SCRA is high or has increased significantly.
	☐ Low
☐ Moderate
☐ High

	
	The volume of SCRA protection requests is minimal and stable, or the number of denied SCRA protection requests is low.
	The volume of SCRA protection requests is moderate or has increased slightly, or the bank denies a modest number of SCRA protection requests.
	The volume of SCRA protection requests is substantial or has increased significantly, or the bank denies a high number of SCRA protection requests.
	☐ Low
☐ Moderate
☐ High

	
	The volume of foreclosures or repossessions is low and stable.
	The volume of foreclosures or repossessions is moderate or has increased slightly.
	The volume of foreclosures or repossessions is high or has increased significantly.
	☐ Low
☐ Moderate
☐ High

	Litigation and noncompliance: Examiners should consider whether the bank has any outstanding or recent substantive SCRA violations, litigation, or concerns, including those identified by the OCC and those identified by the bank (e.g., identified by the bank’s audit or compliance testing functions).

Examiners should consider the bank’s volume and trend of SCRA-related customer complaints and any whistleblower referrals. Consider complaints to or against the bank and its third parties.
	There are no outstanding or recent substantive violations, litigation, or concerns.
	There are some outstanding or recent substantive violations, litigation, or concerns, or there has been a slight increase in volume. Management takes appropriate actions in response to violations, litigation, or concerns.
	There are outstanding or recent substantive violations, litigation, or concerns that are significant in number or severity, or the volume has significantly increased. Management does not take adequate actions in response to violations, litigation, or concerns.
	☐ Low
☐ Moderate
☐ High

	
	Volume of complaints is minimal and stable.
	Volume of complaints is moderate, or there has been a moderate increase in complaint volumes.
	Volume of complaints is high, or there has been a significant increase in complaint volumes.
	☐ Low
☐ Moderate
☐ High

	Overall quantity of SCRA risk
Select the appropriate overall quantity of SCRA risk by considering the assessments for the quantity of risk indicators above. Examiners should weigh each of the above risk factors in the context of the bank’s size and complexity when considering the overall quantity of risk.
	☐ Low
☐ Moderate
☐ High

	Examiner comments (optional): 
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Examiners can use the following risk indicators when assessing quality of SCRA risk management. Examiners should determine the quality of risk management (strong, satisfactory, insufficient, or weak) for each of the indicators and conclude on the overall quality of SCRA risk management. Examiners should consider the effectiveness of the bank’s SCRA compliance program in relation to the bank’s size, complexity, and overall SCRA risk.


	Quality of SCRA Risk Management

	Assessment factors
	Strong
	Satisfactory
	Insufficient
	Weak
	Assessment

	Policies: When evaluating the effectiveness of the bank’s SCRA compliance program, examiners should assess the adequacy of the bank’s SCRA policies and procedures, including the bank’s third-party risk management policies.
	SCRA policies and procedures are well-developed and comprehensively address compliance requirements, roles and responsibilities, and internal controls. Policies and procedures are accurate.
	SCRA policies and procedures are adequately developed and address compliance requirements, roles and responsibilities, and internal controls. Policies and procedures are accurate.
	SCRA policies and procedures insufficiently address compliance requirements, roles and responsibilities, or internal controls. Policies and procedures may contain inaccuracies.
	Policies and procedures are seriously deficient, inaccurate, absent, or do not address material compliance requirements. Policies and procedures contain inaccuracies.
	☐ Strong
☐ Satisfactory
☐ Insufficient
☐ Weak

	Processes: When evaluating the effectiveness of the bank’s SCRA compliance program, examiners should assess the adequacy of the bank’s

· communication channels and protections processing.
· clarity and ease of use of established channels to servicemembers.
· customer complaint resolution process.
	Systems are appropriate for the bank’s size, complexity, and risk profile and are tailored to the bank’s SCRA processes. Systems are reliable for ensuring compliance, and management proactively updates systems when regulatory or operational changes occur.
	Systems are appropriate for the bank’s size, complexity, and risk profile. Some system-related errors in processing or servicing may occur but are effectively identified and remediated. Management updates systems in a timely manner when regulatory or operational changes occur.
	Systems are insufficient for the bank’s size, complexity, and risk profile. System weaknesses result in processing or servicing errors. Systems may lack the capabilities to enable consistent compliance (e.g., systems that involve more manual intervention than is appropriate for the bank’s operations).
	Systems are not commensurate with the bank’s size, complexity, and risk profile. System weaknesses materially affect the bank’s oversight and compliance.
	☐ Strong
☐ Satisfactory
☐ Insufficient
☐ Weak

	
	Management has established dedicated and easily identifiable channels across multiple platforms (e.g., email, internet, and postal mail) for servicemembers to request protections or information.
	Management has established processes for servicemembers to request protections or information. Channels are effective and provide servicemembers with sufficient options to request protections or information.
	Management has established dedicated channels for accepting protection requests and providing information, but channels are limited, ineffective, or not easily identified.
	Management has not established dedicated channels for servicemembers to request protections and information.
	☐ Strong
☐ Satisfactory
☐ Insufficient
☐ Weak

	
	Processes to review, decision, and respond to SCRA protection requests and questions are comprehensive and produce timely, accurate, and consistent results across lines of businesses and products.
	Processes to review, decision, and respond to SCRA protection requests and questions are satisfactory and produce timely and accurate results across lines of businesses and products. Minor inconsistencies may be evident.
	Processes to review, decision, and respond to SCRA protection requests and questions are insufficient. Processing may be delayed, inaccurate, or inconsistent across lines of businesses and products.
	Processes to review, decision, and respond to SCRA protection requests and questions are weak. Processing is delayed, inaccurate, or inconsistent across lines of businesses and products.
	☐ Strong
☐ Satisfactory
☐ Insufficient
☐ Weak

	
	Complaint investigations and responses are prompt and thorough. Management monitors complaints to identify root causes and the risks of potential consumer harm and program deficiencies.
	Processes and procedures for monitoring and resolving SCRA complaints are satisfactory. Complaint investigations are adequate and timely.
	Management insufficiently monitors or resolves consumer complaints.
	Management exhibits a disregard for complaints or for preventing consumer harm. Complaint resolution processes are seriously deficient or absent.
	☐ Strong
☐ Satisfactory
☐ Insufficient
☐ Weak

	Personnel: When evaluating the effectiveness of the bank’s SCRA compliance program, examiners should assess the adequacy of the bank’s

· SCRA compliance resources, including human resources, capital, and systems.
· SCRA compliance training.
	Experienced, knowledgeable staff are in key positions with low turnover.
	Staff in key positions are adequately experienced. There may be some turnover, but turnover trends are stable. Vacancies are filled in a timely manner.
	Staff in key positions are insufficiently knowledgeable or experienced. There is moderate turnover of key compliance personnel responsible for SCRA compliance. There may be a few vacancies, or vacancies are not filled in a timely manner.
	Staff in key positions are inexperienced and lack the appropriate knowledge of SCRA requirements. There is high turnover of or multiple vacancies for key compliance personnel responsible for SCRA compliance.
	☐ Strong
☐ Satisfactory
☐ Insufficient
☐ Weak

	
	Staff are empowered and held accountable for SCRA compliance.
	Staff are sufficiently held accountable for SCRA compliance.
	Staff are not consistently held accountable for SCRA compliance.
	Staff are not held accountable for SCRA compliance.
	☐ Strong
☐ Satisfactory
☐ Insufficient
☐ Weak

	
	SCRA compliance training content is comprehensive. Training content is updated proactively to address regulatory or internal changes and is specifically tailored to the bank’s processes, systems, and staff roles. Training is administered to staff on a timely basis, and staff complete training on time.
	SCRA compliance training is adequate. Training content is updated in a timely manner to address regulatory or internal changes. Training is administered to staff on a timely basis, and staff complete training on time.
	SCRA compliance training content is insufficient and may have minor inaccuracies. Training content is not always updated to address regulatory or internal changes and is not specifically tailored to staff roles. Training is not always administered to staff in a timely manner, or multiple staff have not completed training in a timely manner.
	SCRA compliance training is seriously deficient or has numerous or significant inaccuracies. Training content is not updated to address regulatory or internal changes. Training content is not tailored to staff roles. Training is not administered to staff in a timely manner. Whether staff completes training is not monitored or escalated.
	☐ Strong
☐ Satisfactory
☐ Insufficient
☐ Weak

	Control systems: When evaluating the effectiveness of the bank’s control systems, examiners should assess the adequacy of the bank’s

· oversight of third parties.
· SCRA risk identification and assessment processes.
· self-identification and timely corrective action of SCRA issues.
· SCRA compliance monitoring and testing, including exception monitoring and audit coverage.
	Management comprehensively oversees the SCRA activities of third parties. Management promptly identifies and remediates issues.
	Management identifies and remediates issues involving third parties in a timely manner.
	Management does not consistently identify and remediate issues involving third parties in a timely manner.
	Management does not identify issues involving third parties in a timely manner, and remediation is inappropriate in relation to the scope of issues.
	☐ Strong
☐ Satisfactory
☐ Insufficient
☐ Weak

	
	Management demonstrates full comprehension and effectively identifies SCRA compliance risks. Management completes a comprehensive SCRA risk assessment that encompasses all SCRA risk exposures. Risk assessments are supported with detailed and documented quantitative and qualitative information.
	Management adequately comprehends and identifies SCRA compliance risks. Management completes an appropriate SCRA risk assessment that accurately reflects the bank’s risk exposure. Risk assessments are adequately supported by quantitative or qualitative information.
	Management demonstrates a limited understanding of key aspects of SCRA compliance risk. SCRA risk assessments are not commensurate with the bank’s size, complexity, and risk profile. Risk assessments may not be supported by quantitative or qualitative information. 
	Management demonstrates seriously deficient comprehension of and an inability to identify key aspects of SCRA compliance risks. Management does not perform an SCRA risk assessment, or completed assessments are deficient in identifying the bank’s SCRA risk. 
	☐ Strong
☐ Satisfactory
☐ Insufficient
☐ Weak

	
	Management proactively identifies issues and promptly corrects issues. Management comprehensively tracks remediation progress for findings from all lines of defense.
	Management identifies issues and corrects issues in a timely manner. Management adequately tracks remediation of all major findings.
	Management may not identify, track, or correct issues in a timely manner. Issues are not remediated with all implications considered. Remediations are unsustainable or are not completed on a timely basis to prevent further consumer harm.
	Management fails to identify material issues, does not track issue remediation, or does not appropriately correct issues in a timely manner. Corrective actions are absent or fail to correct the issues. Management does not prioritize consumer remediations resulting from noncompliance.
	☐ Strong
☐ Satisfactory
☐ Insufficient
☐ Weak

	
	Compliance monitoring and audit are comprehensive and reliable for identifying SCRA issues. Testing frequency, scope, and transaction testing are comprehensive and incorporate all aspects of SCRA compliance.
	Compliance monitoring and testing are satisfactory for identifying material SCRA issues. Testing frequency, scope, and transaction testing incorporate all major aspects of SCRA compliance.
	Compliance monitoring and testing are inadequate for identifying and measuring material SCRA issues. There may be deficiencies in testing frequency, scope, and transaction testing.
	Compliance monitoring and testing are seriously deficient or absent. Monitoring and testing fail to identify material issues or violations due to deficiencies in testing frequency, scope, and transaction testing.
	☐ Strong
☐ Satisfactory
☐ Insufficient
☐ Weak

	Overall quality of SCRA risk management
Select the appropriate overall quality of SCRA risk management by aggregating the completed effectiveness ratings from the risk indicators above. Examiners should weigh each of the above factors in the context of the bank’s size, complexity, and risk when considering the overall quality of risk management.
	☐ Strong
☐ Satisfactory
☐ Insufficient
☐ Weak

	Examiner comments (optional): 



Overall SCRA Risk Assessment Conclusions

	Overall SCRA Risk Assessment Conclusions
Based on conclusions made in the quantity of risk and quality of risk management sections, select the appropriate quantity of SCRA risk, quality of SCRA risk management, aggregate SCRA risk, and direction of SCRA risk. Refer to the “Bank Supervision Process” booklet of the Comptroller’s Handbook for information on assessing quantity of risk, quality of risk management, aggregate risk, and direction of risk.

	
	Quantity of SCRA risk
	Quality of SCRA risk management
	Aggregate SCRA risk
	Direction of SCRA risk

	Assessment
	☐ Low
☐ Moderate
☐ High
	☐ Strong
☐ Satisfactory
☐ Insufficient
☐ Weak
	☐ Low
☐ Moderate
☐ High
	☐ Decreasing
☐ Stable
☐ Increasing


	Examiner comments (optional): 
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