Cash Sales of Monetary Instruments from $3,000 to $10,000

Summary: The U.S. Department of the Treasury has amended its regulations implementing the Bank Secrecy Act to prohibit financial institutions from selling or issuing certain monetary instruments in amounts of $3,000 or more unless the institution verifies and records the identity of the purchaser and maintains a chronological log of information regarding the sale of the designated instruments.

For Further Information Contact: The OTS District Office in which you are located or Compliance Programs, Office of Thrift Supervision, Washington, D.C.

Supplementary Information:
The Anti-Drug Abuse Act of 1988, Public Law No. 100-690, enacted on November 18, 1988, amended the Bank Secrecy Act by adding a new section 5325. This section requires the Secretary of the Treasury to prescribe regulations requiring financial institutions to verify and record the identity of the purchaser and other information regarding the sale or issuance of certain monetary instruments in amounts or denominations of $3,000 or more.

Thrift Bulletin 6-4

New section 103.29 of Treasury's regulations implementing the Bank Secrecy Act (31 CFR 103, et. seq.) prohibits a financial institution from issuing or selling a bank check or draft, cashier's check, money order or traveler's check for $3,000 or more in currency unless the institution maintains a chronological log or logs, for each calendar month, recording information about the purchaser of the instrument(s) and the transaction. The information required regarding a particular transaction will differ depending on whether or not the purchaser of the monetary instrument(s) is a deposit account holder at the institution. The new regulation also adds a definition of "deposit account" to section 103.11 of the implementing regulations which includes, for purposes of section 103.29, transaction accounts, savings accounts and other time deposits.

The new regulation requires that "contemporaneous" purchases, (those occurring in the same period of time) of the same or different types of instruments totaling $3,000 or more shall be treated as one purchase. Also multiple purchases during one business day totaling $3,000 or more shall be treated as one purchase if the institution has knowledge that the purchases have occurred.

Institutions may keep individual chronological logs by branch. However, all of an institution's logs must be maintained in a centralized location by the fifteenth day after the end of the month for which the logs were prepared.

As with other records required by Treasury's regulations, the logs must be retained for a period of five years and shall be available to the Secretary of the Treasury upon request. The logs must also be made available to OTS examiners.

These regulations are effective August 13, 1990. The attached copy of the final rule as published in the Federal Register on May 18, 1990, should be carefully reviewed. OTS regulation 12 CFR 563.177(b) requires institutions to provide for the continued administration of a program to ensure compliance with Treasury's regulations. Consequently, institutions must amend their written...
compliance programs to incorporate the requirements of this new regulation. The amended program should be approved by the board of directors and reflected in the minutes of the institution. Institutions should provide training for appropriate personnel to ensure compliance with these regulations.

Attachment
DEPARTMENT OF THE TREASURY

31 CFR Part 103

Amendment to the Bank Secrecy Act Regulations Relating to Identification Required to Purchase Bank Checks and Drafts, Cashier’s Checks, Money Orders and Traveler’s Checks

AGENCY: Departmental Offices, Treasury.

ACTION: Final rule.

SUMMARY: Section 6185(b) of Title VI of the Anti-Drug Abuse Act of 1988, Pub. L. No. 100-690, November 18, 1988, prohibits financial institutions from issuing or selling cashier’s checks, traveler’s checks, money orders and bank checks in amounts of $3,000 or more in currency unless the financial institution verifies and records the identity of the purchaser as the Secretary of the Treasury shall prescribe in regulations. This is in addition to Treasury’s authority in 31 U.S.C. 5313 to designate monetary instruments as “transactions” requiring that financial institutions maintain a chronological log or logs of transactions involving United States coins or currency (or such other monetary instruments as the Secretary may prescribe) in amounts or denominations of $3,000 or more unless—

(1) The individual has a transaction account with such financial institution and the financial institution—

(A) Verifies that fact through a signature card or other information maintained by such institution in connection with the account of such individual; and

(B) Records the method of verification in accordance with regulations which the Secretary of the Treasury shall prescribe; or

(2) The individual furnishes the financial institution with such forms of identification as the Secretary of the Treasury may require in regulations which the Secretary shall prescribe and the financial institution verifies and records such information in accordance with regulations which such Secretary shall prescribe.

(b) Report to Secretary upon request.—Any information required to be recorded by any financial institution under paragraph (1) or (2) of subsection (a) shall be reported to the Secretary of the Treasury at the request of such Secretary.

c) Transaction Account Defined.—For purposes of this section, the term “transaction account” has the meaning given such term in section 19(b)(1)(C) of the Federal Reserve Act.

The legislative history indicates that Congress clearly felt that there was a need for heightened scrutiny over the sales of bank checks, cashier’s checks, money orders and traveler’s checks because money launderers commonly purchase these instruments for amounts under $10,000. The House Committee Report noted that the only identification records required for persons who conduct currency transactions in amounts under $10,000 are those needed to open an account, thus permitting non-account-holders to conduct currency transactions below $10,000 without having to identify themselves. The Committee indicated that it expected affected financial institutions to be “fully cooperative and responsive to this law enforcement effort.” H. Rep. No. 100-718, 100th Cong., 2d Sess. 7.

Advance Notice of Proposed Rulemaking

On December 23, 1988 (53 FR 51848), Treasury published an Advance Notice of Proposed Rulemaking to solicit comments from the public on how best to implement this provision. In the Advance Notice, Treasury suggested that the best way to implement this new identification requirement might be by requiring a chronological log or logs of the purchase of bank checks, cashier’s checks, money orders and traveler’s checks. One hundred fifty six (156) comments were received from the public, primarily affected financial institutions, on how best to put this provision into effect.

Notice of Proposed Rulemaking

After review of the comments received in response to the Advance Notice, Treasury published a Notice of Proposed Rulemaking on August 22, 1989 (54 FR 34791). Treasury proposed that a new section, “Purchases of bank checks and drafts, cashier’s checks, money orders and traveler’s checks” be added to the Bank Secrecy Act regulations, 31 CFR part 103. The proposed section would require that all financial institutions subject to the Bank Secrecy Act regulations maintain a monthly chronological log or logs of their sales of bank checks and drafts, cashier’s checks, money orders and traveler’s checks to customers who purchase these instruments with currency in amounts of $3,000-$10,000 inclusive. The proposal also differentiated between transaction account holders and non-transaction account holders. Under the proposal, if the purchaser had a transaction account (as that term is defined in § 103.11(p)) with the financial institution where the transaction is being conducted, only the following information would be required on the log:

(1) The name of the purchaser;

(2) The number of the purchaser’s account;

(3) The date of purchase;

(4) The branch where the purchase occurred; and

(5) The type(s), serial number(s), and the dollar amount(s) of each of the instruments purchased in currency.

In addition, the proposed rule would require financial institutions to verify that the individual is a transaction account holder, either through a signature card on file or other record at the financial institution, if the account holder’s identity was verified at the time the account was opened, or at any subsequent time, and that information was recorded on the signature card or other file or record. The method of verification used would be noted on the log, such as “checked computerized customer file system,” or “checked signature card #124-890.”

The proposal further provided that if the transaction account holder’s identity had not been verified previously, then the purchaser would have to be treated as a non-transaction account holder for
purposes of verification of identity only. The financial institution in that case would have to verify the accountholder’s name and address by examination of a document that contains the name and address of the purchaser and normally is acceptable within the banking community as a means of identification when cashing checks for nondepositors, and record that specific identifying information on the log (e.g., State of issuance and number of driver’s license). Again, because a credit card normally does not contain a name and address of the credit card holder, a credit card alone would not be an adequate form of identification.

Under the proposed regulation, the financial institution then could add that identifying information to its records so that the accountholder would not be required to produce identification for subsequent purchases of these instruments.

If the purchaser is not a transaction accountholder, it was proposed that the financial institution record the following information on the log:

1. The name and address of the purchaser;
2. The social security number of the purchaser, or if the person is an alien without a social security number, the purchaser’s alien identification number;
3. The date of birth of the purchaser;
4. The type(s), serial number(s) and dollar amount of the instrument(s) being purchased;
5. The branch where the purchase occurred;
6. The type(s), serial number(s) and dollar amount of the instrument(s) purchased;
7. The amount of the purchase in currency; and
8. If the individual is purchasing the instrument for a third person, the name of the person on whose behalf the instrument is being purchased and the account number of that third party if the third person is an accountholder at the institution. If the third person is not an accountholder, then the name, address and social security number, taxpayer identification number or alien identification number of the third party shall be noted on the log.

In addition, the proposal provided that for all purchasers who are not holders of transaction accounts, the financial institution must verify the purchaser’s name and address by examination of a document that contains the name and address of the purchaser and normally is acceptable within the banking community as a means of identification when cashing checks for nondepositors, and record that specific identifying information on the log (e.g., State of issuance and number of driver’s license). Again, because a credit card normally does not contain a name and address of the credit card holder, a credit card alone would not be an adequate form of identification.

As proposed, contemporaneous purchases of the same or different types of instruments totaling $3,000 or more would be treated as one purchase. Contemporaneous was defined in the proposal to mean originating, existing or happening at the same time. In addition, Treasury proposed to use its general Bank Secrecy Act authority under 31 U.S.C. 5313 to propose that multiple purchases during the same business day by the same person be treated as one purchase if an individual employee, officer, director or partner of the financial institution has knowledge that the purchases have taken place or there is knowledge on the part of the financial institution’s computer system that the purchases have occurred. Under the proposal, financial institutions would not have to purchase new hardware or software computer systems to comply with this requirement. They could, but would not be required to, change any of their computer programs or manual systems presently in place.

Under the proposed rule, a financial institution could keep a single centralized chronological log or maintain individual chronological logs by branch. A separate chronological log for each type of instrument sold or issued also would be permissible. If the financial institution maintained individual logs by branch, it was proposed that the financial institution be required to send those logs to a central location by the fifteenth day after the end of the calendar month for which the log was compiled. The logs would not need to be integrated with each other; they merely would be kept in one place. This would make it easier for both the financial institution and the Treasury Department when the Department requested information from the financial institution about its sales of these instruments.

Finally, the proposed regulation stated that the Treasury Department may request the information on the logs at any time, and that the financial institution must provide the information, whether the log is at the central location or still at the branch, even though the information would not be required to be forwarded to the centralized location until fifteen days after the close of the calendar month.

Discussion of the Comments

One hundred and four (104) comments were received in response to the Notice of Proposed Rulemaking, and they have been carefully considered in drafting this Final Rule.

Accounts Covered

The proposed rule provided that financial institutions that sell the instruments covered by the rule to holders of transaction accounts only have to record limited information on the log: name of purchaser, number of the purchaser’s account, date of purchase, branch where purchase occurred, and the type, serial number and dollar amount of each of the instruments purchased in currency. With regard to all other sales, it was proposed that additional information must be obtained, such as the social security number and date of birth of the purchaser, payees for cashier’s checks and bank checks, and information on third parties. Many of the commenters pointed out that the term “transaction account” does not include savings accounts and other time deposits, and that it seemed unfair and extremely burdensome to the financial institution to have to obtain additional information from only some of their accountholders. They requested that the Final Rule modify the less extensive recording requirements for transaction accountholders applicable to all accountholders.

Treasury has considered this issue very carefully and has decided to use its authority to prescribe exemptions from requirements of the Bank Secrecy Act under 31 U.S.C. 5316(a)(5) in this matter. Under the regulations, banks will not be required to apply the nonaccountholder logging and identification procedures to purchases by customers who hold “deposit accounts” as defined in the regulations. Deposit accounts would include all transaction accounts, savings accounts and other time deposits.

Aggregation

The proposed regulation would be applicable to all contemporaneous purchases of all types of the instruments listed in the proposed regulation as required by section 5325. Contemporaneous means occurring in the same period of time. This means that currency purchases totaling between $3,000 and $10,000 inclusive that occur at the same time of the same type of instrument (e.g., two $2,500 currency purchases of traveler’s checks) would be included as purchases that occur at the same time of different types of instruments totaling between $3,000 and...
$10,000 inclusive (e.g., a $5,000 currency purchase of a $2,500 cashier's check and $2,500 in traveler's checks). In addition, in the Notice of Proposed Rulemaking, Treasury used its authority under 31 U.S.C. 5313 to propose that the regulation also cover currency purchases of instruments totaling between $3,000 and $10,000 inclusive within the course of a business day if a financial institution has knowledge of the multiple purchases. The reason for proposing this additional requirement is to prevent purchasers from easily evading the identification requirements by simply purchasing bank checks and drafts, cashier's checks, money orders and traveler's checks at amounts below $3,000 in currency during the course of a business day at the same financial institution. The proposal did not require a financial institution to purchase computer systems, or purchase additional hardware or software systems for their existing computers in order to comply with the new requirements. However, it indicated that it expected financial institutions that had systems and procedures in place that aggregate transactions to use them. If the financial institution does not have a computer or manual system in place that would capture that information, the financial institution may change its systems. In any event, financial institutions will have to rely on the knowledge of individual employees, officers, directors or partners of multiple purchases.

Many commenters requested clarification of the aggregation requirement and the knowledge element involved. Commenters wondered how far the financial institution had to go to obtain knowledge of multiple sales and whether it had to review each log each day or once a month and contact a customer for additional information. Many questioned whether they would be required to purchase new systems in order to comply with the requirement.

A financial institution does not have to institute changes to its procedures or its computer systems or purchase new systems in order to capture multiple sales; however, if the financial institution's computer system produces information relating to multiple sales, then the financial institution may not ignore that information and must complete the log entry using whatever information the financial institution has at hand. In addition, if a teller or other employee knows that someone has made several purchases on the same business day, either because she serviced the customer, directly observed the customer coming into the financial institution several times during one business day, or was told by the customer that he had made several purchases in one business day, then the financial institution will be deemed to have knowledge of the multiple purchases, and it must complete a log entry.

The financial institution may use information that it maintains in its records to assist in completing the log for multiple purchases. Moreover, the financial institution may contact the purchaser after the purchases have been completed in order to obtain missing required information. In addition, financial institutions are not required to review each log at the end of the day in order to obtain knowledge of multiple transactions unless it does so as part of its internal procedures or aggregation system.

Identification Concerns

Many commenters expressed concerns about the identification process. Many commenters noted that their particular institutions did not maintain signature cards or other account verification records at the teller window, and thus would prefer to identify all purchasers falling within the scope of the regulation by using the nondeposit account holder identification procedures; i.e., by reviewing a piece of identification with a name and address that is accepted by the financial institution when cashing a check for a non depositor. This would eliminate the need for the teller to either leave the window to verify the deposit account holder status of the purchaser, or the need to purchase new systems or extensively revamp old ones so that the records would be available at the teller window. Many commenters also asked whether they may rely on information available in the records that they do have in order to fill out the form, so that the financial institution does not need to re-identify the purchaser who is a deposit account holder each time a purchase falling within the scope of the regulation is made. Some commenters requested that Treasury clarify how far a financial institution has to go to verify the identity of the purchaser, i.e., may the financial institution rely on the identification presented to the teller.

Treasury agrees that there is merit to these comments, and therefore, is providing in the Final Rule that, for account holders, a financial institution may either verify the fact that the customer has a deposit account at the financial institution or verify the identity of the account holder. This will permit the financial institution to verify identity by viewing a piece of identification that contains the customer's name and address rather than by having to leave the teller window to review a signature card or other account record. If, however, the financial institution does not know whether the person is a deposit account holder, it must treat him as a non-deposit account holder for all purposes, e.g., it must obtain the additional information such as social security number. A financial institution may obtain the limited information required of deposit account holders only if the financial institution knows that the purchaser is a deposit account holder.

Financial institutions should note that all purchasers falling within the new regulation, other than deposit account holders who have had their identity previously verified and recorded, must be identified in the same manner, and that the identification requirements are similar to the requirements for identifying persons who conduct cash transactions exceeding $10,000. See 31 CFR 103.28. Thus, previous Treasury interpretations of how identification is verified for currency transactions exceeding $10,000 may be looked to for guidance. For example, financial institutions may rely on the identification presented to the teller, unless the financial institution has reason to believe that it is false. Moreover, if a financial institution has previously verified a customer's identity and included the identifying information in its records, it need not ask the same purchaser each time for the information.

Refusal of Transactions

Several commenters noted that the statutory authority for the proposed regulation stated that "no sales" of these instruments would take place until the required information was provided. The commenters raised the question of what a financial institution should do if the purchaser does not have "acceptable" identification and the financial institution does not have previously verified information; or does not have all the required information (for example, on third parties); or refuses to provide information. The commenters questioned whether in those instances the transaction had to be refused. After review of the statutory language, Treasury has concluded that use of the term "no sales" means exactly that—if the relevant information cannot be provided by the purchaser at the window or by the financial institution's own previously verified records, then the transaction must be refused. However, if there are circumstances where a purchaser falling within the scope of the regulation is unable to provide sufficient
identification with a name and address such as a driver’s license (for example, elderly persons who may have no identification other than a social security number and an insurance card) or some other identifying information such as a social security number (such as the Amish), then the Treasury Department’s Office of Financial Enforcement should be contacted at the address noted above to inquire about particularized exemptions in special circumstances pursuant to 31 CFR 103.45(a). As for aggregated sales where the financial institution does not have knowledge of the aggregated sales until after the purchase have been completed, the financial institution must fill out the log entry as completely as it can from information that it has on hand and note on the log entry that it is an aggregated sale.

Third Party Transactions

Many commenters requested clarification about obtaining information on purchases on behalf of third parties and whether there was a duty to inquire each time if the purchase was taking place on behalf of a third party. A financial institution must obtain information on third parties only when the person actually purchasing the bank check, cashier’s check, money order or traveler’s check does not have a deposit account at that institution. A financial institution may rely on the information provided to it by the purchaser unless the financial institution has reason to believe otherwise. As for a duty to inquire, financial institutions should follow the advice given by Treasury with respect to transactions on behalf of others involving currency transactions exceeding $10,000, as outlined in BSA Administrative Ruling 89-5, issued December 21, 1989, and published in the Federal Register on January 11, 1990, at 55 FR 1021. It is the responsibility of the financial institution to develop internal controls and procedures to ensure the accurate completion of the logs required under the Final Rule. Generally, the only way that the financial institution will be able to obtain information on third parties involved in the transaction will be to ask the person conducting the purchase at the financial institution whether he is acting for himself or on behalf of another person.

Log Completion Issues

Many commenters raised questions about the practicalities of the log requirement, raising such issues as whether a negative report was required when no sales occurred falling within the scope of the regulation; whether a paper log was required or whether it could be kept in a computerized form; whether any exemptions would be permitted to the logging requirement; whether a financial institution was required to review the material for completeness prior to centralization; and whether extraneous material had to be deleted prior to furnishing the log to Treasury. Several commenters also questioned the entire idea of a log, saying that there were better ways of recording the information. Some commenters also requested information on the procedures that Treasury would follow in requesting the material so that financial institutions could take that into account in deciding how to design and index their logs.

Treasury has carefully considered the commenters’ concerns. A negative report is not required if there are no sales of these instruments falling within the scope of the regulation. Moreover, the log need not be retained in paper form, as long as it is accessible, in readable form, upon request by Treasury. For example, logs may be maintained in a paperless form such as on magnetic tape or diskette.

In addition, Treasury has decided that no other routine exemptions will be granted from these provisions. Treasury sees no need to establish an exemption system at this time. Should a financial institution nevertheless feel that there is a need for an exemption in a specific situation, then it should use the procedures in 31 CFR 103.45(a) to request an individual exemption.

On the question of review of logs, financial institutions should remember that to the same extent that they are responsible for ensuring that CTR’s are completed fully and accurately, they also should have compliance procedures in place to assure that the logs are maintained fully and accurately.

On the question of leaving extraneous material on the log, financial institutions subject to the Right to Financial Privacy Act may report all information required by law or regulation to the Federal government. 12 U.S.C. 3413(d). To the extent that information not required by Treasury is included on the log, it would not be required by law and should be deleted prior to submission to Treasury.

In requesting copies of the logs, Treasury anticipates that generally, it will ask for logs by date of purchase, not by the names of purchasers.

After considering various alternatives, Treasury has decided to require a log or logs, because it is the most efficient way to maintain and access the information. It would be very difficult, if in response to a request for information, a financial institution produced many different records, instead of one, when information is requested on purchases the instruments covered in this regulation. However, to minimize delays in selling these instruments and to prevent holding up customer lines, the required information may be noted on a copy of the instrument or other record associated with the instrument, and later transferred to a log after the purchase is concluded, at the end of the day, or, if kept at a branch, at the end of the month before the logs are sent to the centralized location. For example, many banks sell cashier’s checks and require the purchaser to fill out an application prior to issuing the check. The required information could be noted on the application. After the customer leaves, the information could then be transferred to the log. Or, if it is a branch bank that maintains its own log and sends its logs to a centralized location, it could prepare the log at the end of the month prior to forwarding it to the bank’s centralized location.

Financial institutions are reminded that Treasury has the right to request this information at any time. Thus, if Treasury requests information on sales of these instruments at an institution that records the information initially on another type of record and then transfers it to a log at a later date, the financial institution will have to be able to retrieve that information at any time after the purchase, even if it is not yet entered on the log.

The record retention period for these records is five years, the same retention period for all Bank Secrecy Act records. 31 CFR 103.36(d).

Centralization Issues

For those financial institutions that keep branch log or logs, the logs may be kept at the branch during the calendar month. The logs must be sent to the financial institution’s centralized location within fifteen (15) days after the end of the month. Several commenters questioned the need for centralization.

After considering the issue, Treasury has decided to retain the idea of a central storage place for these logs. It not only will ensure quicker access to the logs when requested by Treasury, it also will enable the financial institutions to strengthen their internal compliance controls to make sure that all logs are readily accessible. Banks already are required to maintain a centralized list of customers granted exemptions from CTR reporting requirements. For financial institutions that have branches all over the country, such as a telegraph...
or traveler's check company or a national securities dealer, the financial institution may centralize the logs by State, as opposed to one place for the entire country. However, a list of all such locations must be made available to the Treasury Department upon request. If there are financial institutions that operate in different States which have organizational structures set up along lines other than by State (for example, a seller of money orders that divides the country up into regions rather than by State, and maintains records only by region) and their business operations would be severely disrupted by having to maintain logs by State, the financial institution may take advantage of the process contained in 31 CFR 103.45 which provides for requesting an exemption from provisions of part 103.

Miscellaneous Issues

The Notice of Proposed Rulemaking had requested comments on how much time financial institutions would need to implement the Final Rule. Estimates ranged from 90 days to six months or longer. After consideration, Treasury has decided to establish an effective date 90 days from today's date of publication in the Federal Register.

Treasury encourages financial institutions to report suspicious activity by persons that the financial institution believes may be taking actions to evade the reporting requirements of § 103.22 or the identification requirements of this regulation. Some examples of activity that might be considered suspicious include a reluctance on the part of the customer to produce identification, a customer taking back part of the currency to reduce the purchase to below $3,000, or a customer coming into the same institution on consecutive or near-consecutive business days, as observed by an employee of the financial institution, and purchasing bank checks, cashier's checks, traveler's checks or money orders in amounts of less than $3,000. See BSA Administrative Ruling 88–1, dated June 22, 1988, printed at 53 FR 40052 (October 13, 1988). Financial institutions do not want to be abused by the money launderer or the tax evader; Treasury urges financial institutions to know their customers to avoid becoming involved inadvertently in illegal activity.

Finally, Treasury is renumbering the Final Rule as § 103.29 instead of proposed § 103.28, because the geographic targeting Final Rule of August 16, 1989 (54 FR 33675) renumbered sections of part 103.

Conclusion

Treasury is adopting the rule as proposed, with the changes noted above.

Executive Order 12291

This Final Rule is not a major rule for purposes of Executive Order 12291. It is not anticipated to have an annual effect on the economy of $100 million or more. It will not result in a major increase in costs or prices for consumers, individual industries, Federal, state, or local government agencies, or geographic regions. It will not have any significant adverse effects on competition, employment, investment, productivity, innovation, or on the ability of United States-based enterprises to compete with foreign-based enterprises in domestic or foreign markets. A Regulatory Impact Analysis therefore is not required.

Regulatory Flexibility Act

It is hereby certified under section 605(b) of the Regulatory Flexibility Act, 5 U.S.C. 601, et seq., that this Final Rule will not have a significant economic impact on a substantial number of small entities.

Paperwork Reduction Act

The collection of information contained in this final rule has been approved by the Office of Management and Budget in accordance with the requirements of the Paperwork Reduction Act (44 U.S.C. 3504(h) under control number 1505–0063). The estimated average annual burden associated with the collections of information contained in this Final Rule is .33 hour per respondent and 7.5 hours per recordkeeper. Comments concerning the accuracy of the burden estimate and suggestions for reducing this burden should be directed to the Office of Financial Enforcement at the address noted above and to the Office of Management and Budget, Paperwork Reduction Project (1505–0063), Washington, DC 20503.

Drafting Information

The principal author of this document is the Office of the Assistant General Counsel (Enforcement). However, personnel from other offices participated in its development.

List of Subjects in 31 CFR Part 103

accountholder's name and address were verified at the time the account was opened, or at any subsequent time, and that information was recorded on the signature card or other file or record; or by examination of a document that contains the name and address of the purchaser and normally is acceptable within the banking community as a means of identification when cashing checks for nondepositors. If the deposit accountholder's identity has not been verified previously, or if the financial institution is unable to determine whether the individual's identification had been verified previously, then the financial institution shall verify the deposit accountholder's identity by examination of a document that contains the name and address of the purchaser and normally is acceptable within the banking community as a means of identification when cashing checks for nondepositors, and shall record the specific identifying information on the log (e.g., State of issuance and number of driver's license).

(b) Contemporaneous purchases of the same or different types of instruments totaling $3,000 or more shall be treated as one purchase. Multiple purchases during one business day totaling $3,000 or more shall be treated as one purchase if an individual employee, director, officer, or partner of the financial institution has knowledge that these purchases have occurred. Multiple sales must be noted as such on the log.

(c) The financial institution may maintain a single centralized chronological log or it may maintain separate chronological logs by branch. A financial institution also may keep a separate chronological log for each type of instrument sold. If the financial institution maintains a separate chronological log or logs for each branch, all of the branch logs for a calendar month must be sent to a centralized location by the fifteenth (15th) day after the end of the calendar month for which the log was compiled. Financial institutions with branches in more than one State may centralize the logs by State. A list of the centralized locations and branches shall be available to the Secretary upon request.

(d) Chronological logs shall be retained by the financial institution for a period of five years.

(e) The chronological logs shall be available to the Secretary upon request at any time.

Dated: April 24, 1990.

Peter K. Nunes,
Assistant Secretary (Enforcement).

[FR Doc. 90-11229 Filed 5-14-90; 8:45 am]

BILLING CODE 4810-25-M